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Highlights in Q3 & subsequent events
Following technical approval, Hiddn started commercial negotiations with a significant global player involving 

a possible OEM agreement for Hiddn’s encrypted disk solutions. 

Successfully raised NOK 15 million in gross proceeds in a Private Placement in order to position the Company 
as a credible counterparty, strengthening the balance sheet, finance working capital and for general 
corporate purposes.

Continued to pursue the reinforced strategy targeting the large and growing enterprise and corporate 
market.

Started production of the first series of the KryptoDisk after successful final testing by NEMKO.



Hiddn – leading on technology since 1998 

2002
$10m from
the US DoD

1998
High Density Devices
is founded

2005
First product FIPS
140-2 lv. 3 certified

2007
First product
NSM approved

2013
NBV contract
signed

2017
Hiddn
IPO

2016
SafeDisk NBV approved
for level Confidential

More than NOK 200m 
invested in R&D since 
1998

Funded by demanding 
security and defence 
clients 

Hiddn’s products 
provide unparalelled 
safety

 Since 1998, more than NOK 200m has been invested in developing Hiddn's
intellectual property. This investment has put the company in a unique
position as no other company can provide the the market with similar
products when it comes to safety

 A significant part of Hiddn's R&D funding has been provided by institutions
with strict safety requirements. Hiddn has obtained a unique position with
national security agencies and defence clients in several European countries
and in the US

 Repeat orders from customers show that many of these institutions and
organisations still rely on and trust Hiddn products to secure and safeguard
their data, proving that Hiddn still provides a unique and preferred product

~5000 units sold



Hiddn - market standard encryption, unique key handling

*Advanced Encryption Standard with 256-bit encryption key length

Hiddn's technology keeps the encryption key safe

Stores key separately
when the device is off

Transfers the key safely
to the device upon use

Keeps the key hidden
whilst in use

 Hiddn uses tamper-proof smart cards for key storage
 This means the key can't be stolen whilst the device is off

 Hiddn’s own IP enables safe key transfer from the smart card
 Two-factor authentication incl. a PIN-code adds extra security

 The key is used by a separate chip and is deleted on power-off
 This means the key can't be stolen whilst the device is in use

Most companies utilise encryption for safety

We will close
a $10bn deal
tomorrow
morning
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Unencrypted
«Plaintext»

Encrypted
«Ciphertext»

Google, Apple, Microsoft etc. use
encryption algorithms for safety

An encryption algorithm is a set of
processes performed on data to
hide it from unauthorised readers

A unique key is used to "instruct"
the encryption algorithm, and this
key must be kept secret and safe

Encryption algorithm (e.g. AES-256*)

Encryption key

Software 
encryption

 The key is stored on the computer, and is
exposed whilst the device is in use

 The algorithm runs on the computer's
operating system (e.g. Windows or Mac OS),
borrowing computing power

Hardware 
encryption

 The key is stored on the computer, but is
hidden whilst the device is in use

 The algorithm runs on dedicated hardware

Hiddn's 
technology

 The key is stored on a separate smart card 
or other secure external token, and is 
hidden whilst the device is in use

 The algorithm runs on dedicated hardware

LEVEL OF SAFETY

 Low safety
 Often embedded in 

operating system
 Mass-market offering

 Medium safety
 Stand-alone or 

embedded in device
 Corporate & 

enterprise markets

 Top-tier safety
 Stand-alone or 

embedded in device
 Historically used by 

government/military

Uses market standard
AES-256 encryption

 Hiddn implements AES with strong 256-bit encryption keys
 All products are FIPS-certified for proper implementation



Hiddn’s position in the encryption landscape
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Hiddn
coCrypt/
USB disk

Hiddn
SafeDisk/

RAID

Embedded hard drives
USB storage devices
Software encryption solutions

Level of device integration
Circle size indicates market presence

* Self-encrypting drives

Device protection Data-at-rest protection
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Hiddn’s market position Current products in the Hiddn product portfolio

Bootable USB hard drive coCrypt USB memory stick

SafeDisk laptop hard drive RAID server encryption



1998 - 2017 2017 - Onwards

From bespoke products to volume solutions

Made-to-measure products
Partnerships driving volumes
Reduced external 
component unit cost

Bespoke products 
Low volume per order
External components 
limiting margin potential

OEM products 

Global PC/device market

Pure sale of core IP

VOLUME
POTENTIAL

UNIT 
COST

BESPOKE SOLUTIONS MTM SOLUTIONS RETAIL SOLUTIONS

MEMORY CHIP

CRYPTOCHIP (CORE IP)

ASSEMBLY

CRYPTOCHIP (CORE IP)

MEMORY CHIP

CRYPTOCHIP (CORE IP)
ASSEMBLY

Military & 
Government

Corporate & 
Enterprise

Retail 
customers

Military & 
Government

Corporate & 
Enterprise

Retail 
customers

Military & 
Government

Corporate & 
Enterprise

Retail 
customers



Target markets are experiencing strong growth

1,0

1,2

1,4

2017 2019 2021

At least USD 4.3 bn directly relevant to Hiddn's current
product portfolio

With the move to cloud computing, spending on
endpoint security and data loss protection is rapidly
growing both in enterprise and consumer segments

Hiddn's business plan involves expanding Hiddn's offering
along new dimensions, granting access to new IT security
segments

10,3%

86
100

117

2017 2019 2021

7,8%
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27

2015 2024

11,6%

Annual spending figures, GartnerAnnual spending figures, Grand View ResearchAnnual spending figures, Gartner

18,1
16,6

15,5

9,3
22,6

1

3,3

Consulting

IT Outsourcing

Implementation

Firewalls

Others

Data loss prevention

Endpoint protection platforms
(enterprise only)

The move to cloud 
servers drives endpoint 
security need

GDPR turns encryption 
into a must-have for 
corporates

Three factors driving endpoint security spending

Encryption alternatives 
to major OS providers 
increasingly HW-based

 McKinsey estimates 71% of large enterprises will shift to off-premises
cloud solutions by 2018, from 24% in 2015*
 Less control over servers and “bring your own device”-policies

increases focus on securing endpoint devices

 EU’s GDPR directive, active from May 2018, fines corporates for loss of
individual's data with the higher of 4% of annual turnover or €20m
 Loss of just one single laptop may trigger a massive corporate fine
 Encryption specifically named as an eligible preventive measure

 Major OS providers (Microsoft, Apple) embed encryption tools in their
software, squeezing out smaller software encryption players
 Customers seeking alternatives or supplements to BitLocker and

FileVault will increasingly need to find this in hardware encryption

IT security segments by annual spend**

IT security spending Data loss prevention spendingTotal endpoint security spending

* IT as a service: From build to consume; McKinsey, Sep. 16
** Forecast Analysis: Information Security, Worldwide; Gartner, Jun. 17

USD bn USD bn USD bn

2017, USD bn

Total annual IT security spending at USD 86 bn in 2017



Financials – first nine months of 2017
Revenues of 7.5 million

 Revenues from Finn Clausen Sikkerhetssystemer from June
1st affecting revenue figures positively

R&D expenses of 7.2 million

 R&D spending has been accelerated in 2017, and is primarily
comprised of R&D consultancy fees and equipment for
Hiddn's in-house research lab

Payroll & management-for-hire expenses of 18 million

 Payroll expenses have increased due to new hires in the
R&D team, and temporary hiring of central staff functions

Other operating expenses of 9.1 million

 Other operating expenses have risen as a consequence of
becoming a listed company, as well as a G&A increase
stemming from organisational growth

One-time expenses of 4,3 million

 One-time expenses include legal fees, listing fees, M&A fees
etc. from the listing of Hiddn on the Oslo Stock Exchange

Revenues and operating expenses R&D and recruitment driving costs
Opex – first nine months 2017
NOK million

3,0

4,5

Finn Clausen
Sikkerhetssystemer

Hiddn Solutions

7,5

Revenues – first nine months 2017
NOK million

38,6

4,3

9,1

18

7,2

Column1

R&D

Payroll

Other opex

One-time expenses

(* From 1 June 2017)
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