PROACT

PRESSMEDDELANDE
24 november 2015

Dalig beredskap for IT-haverier hos svenska foretag

Svenska borsbolag och myndigheter har dalig beredskap for IT-haverier och ar osakra
pa vilka foljder de kan fa. Knappt varannan IT-chef kan ens bedéma hur lang tid det tar
att fa igdng verksamheten efter ett avbrott. Det visar ClIO-barometern, en arlig
undersdkning som genomférs av Proact.

Proacts senaste ClO-barometer tar bland annat upp beredskapen for allvarliga IT-haverier
hos borsforetag och myndigheter. Pa frdgan om hur lang tid som kravs for att gora en
fullstandig aterstallning av data efter ett haveri finns en stor osékerhet. Mer an halften (54
procent) av IT-cheferna vet inte ens hur lang tid de behover for att aterstalla data och aterga
till normal drift. Och bland dem som tror sig veta ar de vanligaste svaren att det tar flera
dagar eller minst en vecka att komma igang igen.

— Vi ser samma slags brister i katastrofberedskapen nu som tidigare ar nar undersékningen
genomforts. Att det handlar om betydande sarbarheter ser vi ocksa regelbundet exempel pa
i olika samhallssektorer, dar verksamheter blir stillastdende lang tid efter haverier, sager Per
Sedihn, teknikchef p& Proact.

Undersokningen pekar pa att beredskapen ar samst inom offentlig verksamhet. 16 procent
anger har att det tar minst en vecka att genomféra en fullstandig aterstallning och 32 procent
att det tar flera dagar. Motsvarande siffror for borsbolag ar 6 respektive 18 procent.
Sammantaget ar det bara atta procent som uppskattar aterstallningstiden till som hogst
nagra timmar.

— Foretag och myndigheter blir mer IT-beroende, samtidigt som system och natverk blir mer
komplexa och svara att 6verblicka. Vi kan visserligen rekommendera verktyg och béttre
system som hjalp for att hantera sadana problem, men teknik ar aldrig hela I6sningen. En
god katastrofberedskap barjar istallet med att forsta verksamheten pa djupet sa att ratt
prioriteringar kan goras redan pa planeringsstadiet, fortsatter Per Sedihn.

De ansvarigas insikt om riskerna med dalig beredskap for haverier forefaller dock vara
anmarkningsvart begransad. ClO-barometern har fragat IT-chefer om hur de sjalva bedémer
den egna organisationens katastrofskydd. 36 procent uppger att det &r mycket gott eller val
godkant och ytterligare 55 procent menar att katastrofskyddet ar godkant, men i vissa delar
kan forbattras. Bara 9 procent uppger att katastrofskyddet har betydande brister. Ansvariga
inom borsbolag satter ett hogre betyg pa den egna beredskapen jamfort med offentlig
verksamhet.

Om CIlO-barometern

ClO-barometern ar en arligen aterkommande undersokning fran Proact IT Sweden AB. 2015
ar femte aret som undersokningen genomforts. Fragorna har besvarats av beslutsfattare
(ClO:er och IT-chefer) p& borsnoterade foretag och inom offentlig verksamhet (myndigheter
och kommuner).
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