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Zwalczanie cyberprzestepczosci: Porozumienie
0 wspolpracy strategicznej

zawarte pomiedzy ENISA i Europolem

W dniu dzisiejszym, w centrali Europolu w Hadze, szefowie Europejskiej Agencji ds. Bezpieczenistwa Sieci
i Informacji oraz Europejskiego Urzedu Policji (Europol) podpisali porozumienie o wspétpracy strategiczne;j
majace na celu scislejszg wspotprace oraz dzielenie sie wiedzg w zakresie zwalczania cyberprzestepczosci.

ZAKRES

Celem porozumienia jest zaciesnienie wspotpracy pomiedzy Europolem, a w szczegdlnosci jego Europejskim
Centrum ds. Walki z Cyberprzestepczoscig (EC3), oraz ENISA we wspieraniu Panstw Cztonkowskich i instytucji
UE w zakresie zwalczania cyberprzestepczosci izapobiegania jej. Porozumienie nie zaktada wzajemnego
udostepniania danych osobowych.

Wspodtpraca moze obejmowad w szczegdlnosci nastepujgce obszary:
e wymiane specjalistycznej wiedzy i doswiadczenia,
e opracowywanie raportow na temat ogdlnej sytuacji,
e sporzadzanie raportdw na podstawie strategicznych analiz i najlepszych praktyk,
e rozwijanie potencjatu poprzez szkolenia ipodnoszenie $wiadomosci, wcelu zapewniania
bezpieczenstwa sieciowego i informacyjnego na szczeblu UE.

Przedstawiciele ENISA wchodzg w sktad Rady Programowej EC3, natomiast EC3 jest czescig Grupy Statych
Interesariuszy ENISA doradzajacej dyrektorowi agencji w zakresie rocznego programu dziatan oraz priorytetow
agencji. ENISA i EC3 Scisle wspdtpracujg w celu wzmacniania bezpieczenstwa informatycznego na szczeblu UE
oraz ograniczania cyberprzestepczosci. Dotychczasowe wspdlne wysitki zaowocowaty miedzy innymi
opracowaniem ekspertyzy dotyczgcej tagodzenia negatywnych skutkow Botnetdw; udziatem w europejskim
projekcie CyberSecurity Month; wirtualnymi ¢wiczeniami, takimi jak CyberEurope; opracowaniem podrecznika
dobrych praktyk dla zespotéw CERT, czy zacieSnieniem wspodtpracy pomiedzy zespotami CERT a organami
Scigania poprzez udziat w réznego rodzaju warsztatach i konferencjach.

Dyrektor wykonawczy ENISA, profesor Udo Helmbrecht oraz dyrektor Europolu, Rob Wainwright, wydali
wspolne oswiadczenie: ,Porozumienie to jest waznym krokiem w walce z coraz bardziej wyrafinowanymi
przestepcami komputerowymi, ktérzy poswiecajg coraz wiecej czasu i pieniedzy na ataki na wybrane cele.
Porozumienie to pokazuje, jak wysoce jestesmy zaangazowani we wspdlne dziatania w ramach naszych
specjalizacji oraz w jak duzym stopniu wspieramy nasze wzajemne wysitki w celu uczynienia europejskiego
Internetu bezpieczniejszym miejscem. Szacuje sie, ze w wyniku cyberprzestepczosci swiatowa gospodarka traci
rocznie ponad 400 miliardéw dolaréw’. Scislejsza wspdtpraca i wymiana wiedzy pozwoli Europie skuteczniej
walczy¢ z przestepcami komputerowymi”.

Dodatkowe informacje

ENISA to specjalizujgca sie w dziedzinie bezpieczenstwa komputerowego instytucja z centralg w Heraklionie
i oddziatem w Atenach, ktérej zadaniem jest wspieranie panstw cztonkowskich UE, Komisji oraz wszelkich
zainteresowanych stron wich wysitkach zwigzanych z zapewnieniem bezpieczenstwa sieciowego
i informacyjnego.

* Europol — Europejski Urzad Policji zsiedzibg w Hadze (Holandia), to instytucja odpowiedzialna za
koordynowanie prac organdéw scigania na szczeblu unijnym, promowanie dziatan podejmowanych przez
panstwa cztonkowskie w zakresie zapobiegania i zwalczania przestepczosci zorganizowanej, terroryzmu oraz
innych powaznych przestepstw obejmujgcych swoim zasiegiem dwa lub wiecej panstw cztonkowskich (decyzja

1 | McAfee (2014), Straty w sieci: Szacunkowe globalne koszty cyberprzestepczosci, czerwiec 2014 r.


http://www.enisa.europa.eu/about-enisa/structure-organization/executive-director/the-executive-director
https://www.europol.europa.eu/sites/default/files/rob_wainwright_profile1.pdf
http://www.enisa.europa.eu/
http://www.europol.europa.eu/

* Wspolny komunikat

enisa == EUURT POL

2014-06-26
_EPR11/14
WWWw.enisa.europa.eu

Rady 2009/371/JHA). EC3, dziatajgce pod auspicjami Europolu Europejskiego Centrum ds. Walki
z Cyberprzestepczoscig, stanowi gtéwny orez UE w walce zcyberprzestepczosdcig. Instytucja ta wspiera
panstwa cztonkowskie iorgany UE w dziataniach zwigzanych z rozwijaniem operacyjnych ianalitycznych
mozliwosci sledczych, jak réowniez odpowiada za miedzynarodowa wspodtprace w zakresie zwalczania
cyberprzestepczosci. Szczegdtowe obszary dziatalnosci EC3 to: oszustwa zwigzane z ptatnosciami online,
wykorzystywanie seksualne dzieci w Internecie iprzestepstwa stanowigce zagrozenie dla kluczowe;j
infrastruktury lub kluczowych systeméw informatycznych Unii Europejskiej. Kontakt z mediami: Ulf Bergstrom,

rzecznik ENISA istarszy specjalista ds. komunikacji korporacyjnej, tel. +30 6948 460 143; Lisanne Kosters,
rzeczniczka Europolu, tel. +31 70 302 5001.
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